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(57) ABSTRACT

Disclosed are an apparatus and method of performing auto-
mated administrative operations on a mobile device. One
example method may include determining via a hosted server
that an action needs to be performed by a mobile device under
management. The method may further include generating a
message via the hosted server, the message includes the
action, and transmitting the message to the mobile device
under management, and receiving a result message from the
mobile device under management responsive to the transmit-
ted message, the result message indicating that the action has
been satisfied.
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1
METHOD AND APPARATUS OF PROVIDING
MESSAGING SERVICE AND CALLBACK
FEATURE TO MOBILE STATIONS

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application is a continuation of application Ser. No.
14/221,821, entitled “METHOD AND APPARATUS OF
PROVIDING MESSAGING SERVICE AND CALLBACK
FEATURE TO MOBILE STATIONS”, filed on Mar. 21,
2014, now issued U.S. Pat. No. 9,078,122, issued on Jul. 7,
2015, which is a continuation of application Ser. No. 13/228,
689, entitled “METHOD AND APPARATUS OF PROVID-
ING MESSAGING SERVICE AND CALLBACK FEA-
TURE TO MOBILE STATIONS”, filed on Sep. 9, 2011, now
issued U.S. Pat. No. 8,700,021, issued on Apr. 15, 2014,
which claims benefit to provisional application 61/381,417,
entitled “Mobile Endpoint”, filed on Sep. 9, 2010, the entire
contents of each is hereby incorporated by reference.

TECHNICAL FIELD OF THE INVENTION

This invention relates to a method and apparatus of provid-
ing a messaging service and related features to mobile sta-
tions.

BACKGROUND OF THE INVENTION

Phones are becoming increasingly popular computing
platforms which perform the same operations as computers
and other computing device platforms. Aside from the limited
real estate of the hand held devices and related smartphone
displays, such devices still have enough processing power to
become the new computing platform for everyday comput-
ing. In fact, smartphones and other handheld computing
devices tend to have better network connectivity and portabil-
ity than the current devices used in today’s computing envi-
ronment.

The voice feature of the smartphone may be considered a
mere telephone application as opposed to a primary function.
Voice communication is no more or less important than other
communication mechanisms, such as chat and email, and is
no more or no less important than other application classes,
such as word processing and web browsing. The public per-
ception of “phones” has finally begun to change after the
introduction of the tablet computing device (e.g., iPad®). At
the current rate of technology trends, there will be much fewer
desktops and laptops in 5-10 years, similar to the way main-
frame computers have become almost entirely obsolete.

SUMMARY OF THE INVENTION

One embodiment of the present invention may include a
method of determining via a hosted server that at least one
action needs to be performed by at least one mobile device
under management. The method may also include generating
at least one message via the hosted server, the at least one
message comprising the at least one action, transmitting the at
least one message to the mobile device under management,
and receiving a result message from the mobile device under
management responsive to the transmitted at least one mes-
sage, the result message indicating that the action has been
satisfied.

Another example embodiment of the present invention
may include an apparatus including a processor configured to
determine via a hosted server that at least one action needs to
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be performed by at least one mobile device under manage-
ment, and generate at least one message via the hosted server,
the at least one message comprising the at least one action.
The apparatus may also include a transmitter configured to
transmit the at least one message to the mobile device under
management, and a receiver configured to receive a result
message from the mobile device under management respon-
sive to the transmitted at least one message, the result mes-
sage indicating that the action has been satisfied.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 illustrates an example communication network con-
figuration, according to example embodiments of the present
invention.

FIG. 2 illustrates another example communication net-
work configuration, according to an example method of
operation of the present invention.

FIG. 3 illustrates yet another example communication net-
work configuration, according to an example method of
operation of the present invention.

FIG. 4 illustrates an example router configuration, accord-
ing to an example embodiment of the present invention.

FIG. 5 illustrates an example network configuration of a
script generation and delivery procedure according to
example embodiments.

FIG. 6 illustrates an example network configuration of a
token communication procedure according to example
embodiments.

FIG. 7 illustrates an example network configuration of an
automated application push configuration according to
example embodiments.

FIGS. 8-26 illustrate example screenshots of example
graphical user interfaces (GUIs) and user initiated operations,
according to example embodiments of the present invention.

FIG. 27 illustrates an example network entity device con-
figured to store instructions, software, and corresponding
hardware for executing the same, according to example
embodiments of the present invention.

FIG. 28 illustrates an example method of operation,
according to example embodiments of the present invention.

DETAILED DESCRIPTION OF THE INVENTION

It will be readily understood that the components of the
present invention, as generally described and illustrated in the
figures herein, may be arranged and designed in a wide vari-
ety of different configurations. Thus, the following detailed
description of the embodiments of a method, apparatus, and
system, as represented in the attached figures, is not intended
to limit the scope of the invention as claimed, but is merely
representative of selected embodiments of the invention.

The features, structures, or characteristics of the invention
described throughout this specification may be combined in
any suitable manner in one or more embodiments. For
example, the usage of the phrases “example embodiments”,
“some embodiments”, or other similar language, throughout
this specification refers to the fact that a particular feature,
structure, or characteristic described in connection with the
embodiment may be included in at least one embodiment of
the present invention. Thus, appearances of the phrases
“example embodiments”, “in some embodiments”, “in other
embodiments”, or other similar language, throughout this
specification do not necessarily all refer to the same group of
embodiments, and the described features, structures, or char-
acteristics may be combined in any suitable manner in one or
more embodiments.
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In addition, while the term “message” has been used in the
description of embodiments of the present invention, the
invention may be applied to many types of network data, such
as, packet, frame, datagram, etc. For purposes of this inven-
tion, the term “message” also includes packet, frame, data-
gram, and any equivalents thereof. Furthermore, while certain
types of messages and signaling are depicted in exemplary
embodiments of the invention, the invention is not limited to
a certain type of message, and the invention is not limited to
a certain type of signaling.

FIG. 1 illustrates an example network configuration
according to example embodiments. Referring to FIG. 1, a
mobile agent router 10 handles certain provisioning opera-
tions for the end user/mobile devices 20. The mobile devices
20 may include a cellular phone, mobile station, tablet com-
puting device and/or a smartphone configured to communi-
cate with a base station and/or a WiFi communication service
provider (e.g., network router).

Once the mobile agent router 10 performs a provisioning
operation, each mobile device 20 communicates directly with
one of the hosted server(s) 40A. The server configuration
provides the scalability to support tens of thousands of mobile
devices 20. The servers 40A are configured to manage device
communications and are configured to provide control over
the configurations needed for mobile devices 20 to access the
carrier networks 30 and notification services (e.g., short mes-
saging service (SMS)).

Communication between the different servers 40A-40C is
performed by using web-based services. In addition, commu-
nication from mobile devices 20 to the hosted servers 40A is
also performed using web services. The hosted servers 40A
provides a limited amount of queuing capabilities, however,
the servers do provide a concentrator for communication to
the mobile devices 20. It is possible to run the communication
configuration without the servers in which case the mobile
devices will communicate directly with the customer servers
40B and 40C. It is also possible to manage mobile devices
directly from the hosted servers 40A.

The agents or administrative users 121 respond to asyn-
chronous requests via a user interface (UI) 105. The commu-
nication may be provided by a notification mechanism. In one
example, a SMS is used as the notification mechanism that
traverses different communication platforms (e.g., cellular,
Internet, private data network, etc.). Some mobile devices,
such as the iPhone®, may require the use of a private notifi-
cation service in order to implement an asynchronous agent
response.

Communication with a mobile device may include actions
and results. An action is a command with zero or more param-
eters. Parameters are position-oriented so the meaning of a
parameter depends on its position in the parameter list (i.e.,
ranking) as well as on the command itself. Parameters are
always strings. A command can have optional parameters,
and will generally be at the end of the parameter list. Seman-
tically, an action is a request generated by an administrator to
perform an operation on a device under management (i.e., a
mobile device 20). An action originates at a hosted server 40A
and is processed by a mobile device 20.

A result may be an XML string. A result format depends on
the action that generated the result. Every action elicits a
result, even if the result is only a simple yes/no status on the
outcome of the action. Semantically, a result is the result of an
action, which originates at a mobile device 20, and is pro-
cessed by a hosted server(s) 40A.

SMS messages generated by a mobile device 20 or a server
40A must be able to carry actions but not necessarily results.
SMS messages have their own simplified format instead of
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using XML, which provides efficiency in space requirements
since there is such a small limit on SMS message size. Actions
included in SMS messages provide functionality even when
voice or data connectivity is not available or not working,
since certain actions can be handled by the mobile device 20
without server 40A interaction.

Provisioning a new device may include a series of opera-
tions necessary to bring a new mobile device into the com-
munication network system. Once a mobile device 20 has
been provisioned, actions may be taken by certain parties,
such as allowing administrative users 201 to complete their
part of the provisioning process. This provisioning procedure
may minimize the amount of input required from the end
users of the mobile devices 20 by providing communication
options which are convenient and seamless.

Security of the mobile communication environment may
also be increased by limiting the opportunities for a malicious
administrator to take over management of a device simply by
knowing information, such as a phone number, which is often
public information. Additional features may include allowing
an evaluation to support the process where mobile devices 20
are operated in an evaluation mode for some period of time
and then converted to paying customers.

According to example embodiments of the present inven-
tion, a system ID may be generated when the customer server
is set up. A relatively short numeric code (i.e., 10-digit code)
may be used to check digits so that the validity can be verified
locally. The check digits are used to prevent data entry errors,
and thus its generation does not need to be cryptographically
secure. For example, an ISBN check digit may be used. A
device identifier (ID) is generated when the agent begins the
first session with the mobile device 20.

The device ID may be arbitrarily large and is generally not
transmitted in the clear (unsecured). The system ID is com-
municated from the administrative user 121 to the end users
20 out-of-band. Each end user may be required to submit the
received system ID to the mobile agent to complete the pro-
visioning procedure. For example, the administrative user
121 might use SMS or email to send the system ID to the end
users, or post it on a corporate web site, etc. If the mobile
device 20 supports the procedure, the process of clickingon a
URL can be used to enter the system ID. This way, the URL
can be included in a message or on a web site.

During the provisioning procedure, the device ID is trans-
mitted to the mobile agent router 10 and the hosted server
40A, and the address of the hosted server 40A is also trans-
mitted to the mobile agent router 10. Such information also
includes the system ID, which is transmitted using an
encrypted protocol such as SSL.. The mobile agent router 10
uses the system ID to transmit the device ID to the proper
hosted server 40A, and also transmits the address of the
proper hosted server 40A to the mobile device 20. At this
point, the device ID and system ID are stored at various
different network entities, such as, the mobile device 20, the
mobile agent router 10, the hosted server(s) 40A managing
the device communications, and/or the customer server(s)
40B and 40C managing the device. The device ID can be used
for subsequent identification and transmission.

One or more phone numbers for the mobile device 20 must
be available in order to send SMS messages to the mobile
device 20. If the mobile agent can automatically determine
the phone number, this process may be used. If not, the end
user must manually enter the phone number manually. The
end user always has the option to change the phone number
used for the mobile device. Whenever the phone number is set
or changed, the hosted server 40A sends an SMS message to
the device to verify the number before accepting it as valid. If
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possible, the mobile agent responds to the message automati-
cally, otherwise the end user responds for the validation pro-
cedure.

During the setup of the customer server(s) 40B and 40C,
once the system ID is assigned, the mobile agent router and
the hosted server are contacted and the system 1D is registered
with those devices providing a callback URL to use for web
services. At this time, the system ID has not been transmitted
in the clear at all, so it is safe for the mobile agent router 10
and the hosted server 40A to trust the system ID.

Referring to FIG. 1, according to one example the hosted
servers 40A may be down or otherwise unavailable. The
customer server(s) 40B and/or 40C will then mark the action
as one that needs to be re-tried at a later time. The action can
be too large to fit into the SMS message. In this case, a special
marker (e.g., web address, file transfer information, metadata,
etc.) is inserted into the SMS message instead of the action,
and the agent uses a web service to retrieve the action from the
hosted server 40A. The marker may indicate a web address to
download the action for further processing. According to one
example, the SMS message may be lost since not all carriers
implement store-and-forward for the SMS, so if the mobile
device 20 is turned off then the delivery will fail. The hosted
server 40A will retry actions on a periodic basis if no corre-
sponding result is received (i.e., response message, confirma-
tion message, etc). As may be observed, FIGS. 1-4 illustrate
example network configurations which may be setup to per-
form the example provisioning, notification services and
related features described throughout this disclosure. Like
features and elements illustrated in certain drawings may be
referred to for similar purposes and functionality in other
drawings.

SMS notifications, updates and related communication
signaling may be replaced or augmented by a different noti-
fication mechanism, protocol, or related communication sig-
naling. In the event that the operation signaling and message
transfers fail during the course of a provisioning operation,
notification operation, updating operation and/or related
operation, the agent may create a corresponding result with a
failure status, and provide as much additional information as
possible in the result to characterize and diagnose the result.

FIG. 2 illustrates a detailed logic diagram of a communi-
cation network system architecture, according to example
embodiments of the present invention. Referring to FIG. 2, an
example operation of the system is described in detail below.
An administrative user 121 uses a web browser or similar
interfacing application to communicate with a server 103
using a browser-based protocol, such as, the HI'TP protocol.
The administrative user 121 communicates with the server
103 to monitor and/or manage a plurality of mobile devices
by initiating service request messages.

An end user may operate a mobile device 122 that commu-
nicates with a cellular network 112. The server 103 provides
a user interface (UI) component 105 that manages the HTTP
interaction with the administrative user 121, and also pro-
vides a database 104, a message management module
(MMM) 107, and a web service module (WSM) 106. When
the administrative user 121 performs a management and/or
monitoring action that requires action on one or more of the
mobile devices 122, the MMM 107 determines which of the
mobile devices operating on the cellular network 112 needs to
be notified via a notification service.

A signaling procedure for updating a mobile device 122 is
described with reference to FIG. 2. The messaging module
(MMM) 107 initiates the process by implementing a web
service protocol, which can instead be a private application
programming interface (API) to send a request to a commer-
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cial SMS service 109 through an API management module
110 associated with the service. The request is formatted as a
regular SMS message, with a certain amount of text and/or a
telephone number that specifies the address of the mobile
device 122. The SMS service uses a private interface to com-
municate with the cellular network 112 to send a SMS mes-
sageto the mobile device 122. The request may be initiated by
the administrative user 121 and sent to the server 103 to be
forwarded to the mobile device 122 as a SMS message to
initiate a particular service (e.g., provisioning, update, etc.).

The mobile device 122 may be one of many mobile devices
operating on the cellular network 112. The mobile device 122
may have a short messaging service (SMS) processing mod-
ule 119 that receives and processes the SMS message(s). The
SMS module 119 is integrated within the overall operating
system (OS) 120 of the mobile device 122. The OS 119
provides a hook function to notify a third-party application
117 of the reception and content of the SMS message received
by the mobile device 122. A web service module (WSM) 116
may be used to communicate with the cellular network 112
and/or the server 103.

A hook is a subroutine that intercepts a call in the operating
system 120 and diverts it to a different program path. For
example, a subroutine may be setup to determine when a
particular application event is accessed or should be accessed.
When the event is initiated, a subroutine may interrupt the
normal program flow and initiate a program separate from the
OS to perform a specific function. When the application 117
is notified, the application 117 processes the text and uses it to
implement certain actions required by the request from the
administrative user 121. In order to obtain any additional
information needed for this operation, or send results from the
operation, a web service module (WSM) 116 may be used to
communicate with the WSM 106 on the server 103 through a
web service protocol. This action closes the loop on the opera-
tion required by the administrative user 121. The above-noted
process may take place without any intervention on the part of
the end user of the mobile device 122.

The management agent is event-driven, the event server
can be centralized (in the “router” 10 of FIG. 1) or distributed
(in the various servers 40A of FIG. 40A-40C), and the agent
is autonomous and can be intermittently connected to the
administrative user 121 and the mobile device 122. SMS may
be used for notifications, which may preserve power con-
sumption, platform independence, and increased reliability.
Public-key message digests may also be used to safely trans-
mit destructive commands without concerns for malicious
spoofing. The event-driven architecture of the agent reduces
costs for bandwidth, and also reduces power consumption of
the mobile device 122.

FIG. 3 illustrates another example of a complete commu-
nication cycle communication network. Referring to FIG. 3,
in this example, the administrative user 201 may manually
initiate a backup operation on a critical subset of a single
user’s smartphone phone or mobile device 219. The admin-
istrative user 201 uses the UI 205 on the customer server 204
to select the phone or mobile device 219 and select contact
management and initiate a backup operation for selected criti-
cal contact groups.

The server 104 creates an action, which includes assigning
a session ID and a sequence number, and stores the action in
its corresponding database 209 managed by a database server
208 with a “pending” status. At this point, the administrative
user 201 may observe via the server UI 205 that the backup
procedure has been initiated and is pending for that particular
device. The action contains a command, which is the “backup
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contacts by group” command, and a parameter, which is the
list of group names for which to back up the contacts.

The server 204 uses a web service 206 to transfer the action
to the hosted server 204. The action includes header informa-
tion that includes an identification of the mobile device 219.
The hosted server 204 creates a SMS message that includes
the action and possibly other actions that are outstanding for
the mobile device 219 and sends this message to the mobile
device 219. The mobile device 218 receives the SMS message
and intercepts it since it has the proper header. The user does
not see the message as the received messages invoke pro-
cesses, threads and procedures which are handled in the back-
ground of the operating system. Instead, the agent service
parses the message and acts on the message contents. Hiding
the message from the user may not be possible on all devices.

The mobile device 219 may be one of many mobile devices
operating on the cellular network 216. The mobile device 219
may have a short messaging service (SMS) processing mod-
ule 221 that receives and processes the SMS message(s). The
SMS module 221 is integrated within the overall operating
system (OS) 220 of the mobile device 219. The OS 220
provides a hook function to notify a third-party application
223 ofthe reception and content of the SMS message received
by the mobile device 219. A web service module (WSM) 224
may be used to communicate with the cellular network 216
and/or the server 204. The server 204 may communicate with
a mobile routing server 218 via a WSM interface 211. The
mobile routing server 218 may transfer data to the cellular
network 216 through a commercial SMS service 214. The
mobile routing server 218 may interface with an application
programming interface (API) 213.

The hook may be used as a subroutine that intercepts a call
in the operating system 220 and diverts it to a different pro-
gram path. For example, a subroutine may be setup to deter-
mine when a particular application event is accessed or
should be accessed. When the event is initiated, a subroutine
may interrupt a normal program flow and initiate a new pro-
gram separate from the OS to perform a specific function.
When the application 223 is notified, the application 223
processes the text of the message and uses it to implement
certain actions required by the request from the administra-
tive user 201. In order to obtain any additional information
needed for this operation, or send results from the operation,
a web service module (WSM) 224 may be used to commu-
nicate with the WSM 206 on the server 204 through a web
service protocol. This action closes the loop on the operation
required by the administrative user 201. The above-noted
process may take place without any intervention on the part of
the end user of the mobile device 219.

The message contains the command for executing the
backup operation and the agent performs the backup for the
specified groups of devices. In performing this operation, a
result is created which contains all the contact information
currently being backed up. The result also includes a com-
mand completion code indicating success. The agent uses a
web service to transfer the result to the hosted server 204. The
hosted server 204 then uses a web service to transfer the result
to the customer server 204, which stores the contact data in its
contact backup database 209. The backup operation may be
marked as successfully completed. At this point, the admin-
istrative user 201 may observe via the customer server Ul 205
that the requested backup operation has been successfully
completed for that mobile device 219. Contact information
may include user contact information or third party contact
information associated with the mobile device.

Referring to FIG. 3, the server Ul 205 provides the admin-
istrative user 201 with a convenient interface for finding and
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browsing the recorded error information. Such information
may be stored in the database 209 and corresponding server
208. The server 204 may be down or otherwise unavailable.
The agent has a periodic task to retry queued results that have
not yet been sent. The server 204 also has a retry mechanism.
The administrative user 201 may want to see any queued
results without delay. The server 204 can use a “refresh”
operation to update those results.

FIG. 4 illustrates a detailed diagram of a mobile routing
server, according to example embodiments. Referring to FIG.
4, input signals 305 and 309 may be received from multiple
different mobile stations or administrative devices at receiv-
ers configured to receive communication signaling. Inter-
faces provide web service functionality (WS) 310 and 312 to
receive recipients’ selections 303 and 304 and compare that
data to data stored in a device table 302. For example, recipi-
ent selections 303 and 304 may be received to request a
specific service, install, upgrade, etc. The received selections
303 and 304 may be compared to a device table 302 which
includes device information of all the registered devices. An
update may then be invoked and sent to all the registered
devices via the information included in the device table.

FIG. 5 illustrates an example network configuration of a
script generation and delivery procedure according to
example embodiments. Referring to FIG. 5, an administrative
user 521 may initiate a script 550(s) to perform automated
update and message transfer operations used to service the
mobile users 20. For example, the administrative user may
setup a script that initiates update operations periodically. The
script may be stored in mobile agent router 510 which runs the
script and performs the update operations at the appropriate
times dictated by the script 550.

FIG. 6 illustrates an example network configuration of a
token communication procedure according to example
embodiments. Referring to FIG. 6, an administrative user 621
may perform an administrative function by accessing a soft-
ware database server 608 to distribute a stock piece of soft-
ware as required by the “app store” model, and customize the
software on-the-fly to have it report to the correct manage-
ment console. The method may involve the use of a “semi-
private token” 640 that does not have to be carefully guarded
and is transmitted to the end user by a variety of communi-
cation options. The token 640 may then be used by a well-
known central server or mobile agent router 610 to authenti-
cate and route the device to the correct administrative server.

The administrative server or mobile agent router 610 may
perform a final authentication and transact the strong secret
tokens needed for secure communications. The agent deploy-
ment mechanism allows the use of a single installation pack-
age, as required by certain application stores, such as Apple or
Google’s marketplace. The implementation provides a safe
mechanism for controlling the devices without excessive
complexity on the part of the end user.

FIG. 7 illustrates an example network configuration of an
automated application push configuration according to
example embodiments. Referring to FIG. 7, an administrative
user 721 may initiate a particular updating procedure or
related administrative function to the end users of the mobile
devices 720. In operation, a request or command may be
submitted to the software database server 708 to provide the
update. The request may be communicated to the mobile
agent router 710. An automated application push 740 may be
setup to execute at a particular time to update the mobile
devices 720. An automated detection server 712 may then be
configured to monitor the status of the applications operating
on the mobile device 720 to determine when the next update
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should occur. The automated detection server 712 may send a
service reminder to the administrative user 721 to perform the
cycle again when needed.

Data formats used in the various communication opera-
tions illustrated above with respect to FIGS. 1-7 are described
in detail below. The two underlying protocols used may
include web services and SMS messages. The data structure
is independent of the protocol. The abstract data structure is
described first, followed by the implementation in specific
protocols as needed.

There should be a way to uniquely identify mobile devices
20. A telephone number may be used, however, not all mobile
devices are phones and mobile devices, such as the Ipad® or
Ipod may be used without having an assigned phone number.
Also, the same phone may have multiple phone numbers.
Traveling users often buy a different SIM for each country
where they are traveling. The agent software may not have
easy or reliable access to the phone number. As a result, the
mobile agent may generate a unique ID when it first runs, and
transmit it to the mobile agent router 10 and a corresponding
server as part of the provisioning process.

The mobile agent could use some type of hardware ID in
the phone to generate a unique ID. If the persistent storage for
the generated ID is lost (perhaps by resetting the phone, or
uninstalling the agent), the phone will still be recognized if
the agent is reinstalled. However, if the “unique” ID turns out
to be not unique, then there is no recourse. The only option
would be to tell the customer that the two phones cannot be
under management on the same server.

Each action has a sequence number that is unique for a
single device. This sequence number is analogous to the
sequence number used in the TCP protocol. For example, the
mobile agent 10 keeps track of the highest sequence num-
bered action it has processed. If it receives an action with a
sequence number less than or equal to the highest sequence
number, it discards the action. If it receives an action with a
sequence number one greater than the highest sequence num-
ber, it processes the action and increments the highest
sequence number. If it receives an action with a sequence
number more than one greater than the highest sequence
number, it queues the action.

The authentication processes used may provide imple-
menting a SSL for all web service interactions. SMS mes-
sages are sent in the clear. A shared secret (public keys are not
required) may be used. The shared secret can be exchanged
over SSL. A version number may be included in this data, so
that we can change the definition in a backward-compatible
way in the future.

There are two forms of authentication involved in web
services. For example, the web service authentication, which
is already designed and built into the web services provided
by the core services. The web service client includes a user-
name and password hash in the “Authenticate” web service
request, and the response contains a session ID. This session
1D is then included in all following web services. The session
ID is tied to the IP address of the mobile device and has a
relatively short lifetime. This authentication may require a
username and password.

The mobile product authentication may not be session
oriented, and includes sufficient information to perform rout-
ing. Each web service request and response includes an
authentication header that includes the mobile product
authentication. This may include the system ID and device ID
as described in “provisioning” procedure above. The device
1D is a shared secret, so the presence of a valid device ID
serves as the authentication. The presence of the system 1D
allows all routing and data lookup to be done quickly and
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efficiently. The recipient confirms that the device ID and
system ID match the data stored in the tables. If they do not,
then the web service request is logged and discarded, and a
response is generated with an “authentication failure” error.

There are two kinds of SMS messages. One is a message
sent to a mobile device. These messages contain a 64-bit
authentication token, which is created as a message digest,
using as input the text of the SMS message with the device ID
concatenated at the end. The mobile device confirms that the
message digest matches its own, using its device ID. Ifit does
not match then the message is logged and discarded. Another
SMS message type includes messages from the mobile
device. These messages are the result of an action. For
example, this procedure may be used to obtain the phone
number of the mobile device 20 from the envelope informa-
tion of the SMS message, if the mobile agent 10 does not have
direct access to the phone number. The action contains a
one-time token (nonce) that is included in the request. The
originator of the action stores the association between the
nonce and the device ID and system ID in a table. The mobile
device 20 includes the nonce in its SMS message, as well as
a message digest of the message with its device ID concat-
enated at the end. The eventual recipient of the SMS message
uses the nonce to look up the device 1D and then verifies the
validity of the message digest.

Communication between the mobile device 20 and the
mobile agent router 10 may provide, for a web service call,
that the web service authentication header be used. If this is an
SMS response to a request by the mobile agent router 10, the
SMS authentication described for SMS responses from the
mobile device 20 to the mobile agent router 10 is used. The
SMS authentication described for SMS messages from the
mobile agent router 10 to a mobile device 20 is used.

For other communication examples, the servers 40A-40C
communicating to the mobile agent router may use a web
service authentication header. Communication between the
mobile agent router and the servers 40A-40C may also use the
web service authentication header. During the provisioning
process, the mobile agent sends its device ID to the mobile
agent router 10, which in turn sends it to the servers 40 A-40C.
This transaction may not be truly authenticated. The mobile
agent router 10 accepts the device ID without verification.
However, the only “attack™ it opens up is one where an
“attacker” can put a mobile device 20 under control of the
“attacked” administrative user 121.

The mobile agent may store the system ID that is entered
during the provisioning procedure, and the device ID that it
generates. The format of SMS (text) messages that are sent to
mobile devices in the mobile endpoint environment to initiate
action on the devices is discussed in detail below. The system
allows centralized, organized monitoring and administration
of mobile devices 20 in the communication environment. Part
of this function requires the SaaS global manager (SGM)
server to initiate action on a mobile device 20 under manage-
ment. The SGM server may be any one or more of the servers
40A-40C illustrated in FIG. 1.

In operation, by sending the mobile device 20 a SMS
message. The agent software running on the mobile device 20
either intercepts this message automatically or the end user of
the device uses the message details to initiate the agent to
begin performing various operations. The message itself may
include enough information for the agent to initiate the
required tasks.

According to example embodiments of the present inven-
tion, an example of an SMS message transmitted to a mobile
device 20 may includee KME 1.00 000174ef
5d783e9708ffb691 aud( ) loc(l) get(P%20Dat.txt,1024).
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Each component of this message is separated by a space. The
components are described below. KME—a fixed identifier
indicating that this is a KME device control message, 1.00—
the version number of the SMS messaging protocol. This
allows parsers to be backward-compatible as more features
are added to the protocol. 000174ef—a 32-bit hexadecimal
sequence ID. The server increments this number by one for
each command sent to the device. Since SMS messages can
be lost, duplicated, or sent out of order, the agent uses this
sequence to reliably order commands. 5d783e9708{fh691—a
64-bit hexadecimal authentication token. This allows the
device agent to verify that the message is a legitimate request.
This is particularly important since a SMS caller ID can be
spoofed easily and certain functions can be very damaging. If
the authentication is not valid, the agent reports this fact to the
server and discards the message, and aud( ) loc(l) get
(P%20Dat.txt,1024)—are commands to be applied by the
mobile device 20.

Each command is a name followed by a parameter list.
String parameters are URL-encoded. A sequence ID may be
a 32-bit sequence ID that is ignored in the initial implemen-
tation of the agent. When implemented, the sequence 1D will
allow the agent to correctly process SMS messages that are
dropped or received out of sequence. For example, the
sequence ID may be implemented by waiting a fixed delay for
the proper sequence, then directly contacting the server to
retrieve commands if the wait times out. Each command has
a unique sequence ID. So if a single SMS message has three
commands, then the sequence ID of the next message will be
three larger than the previous sequence ID. The Sequence ID
may be a 32-bit number.

A 64-bit authentication token may be implemented to
allow the agent to verify that a message is actually from the
server and has not been altered. Authentication will be imple-
mented in a way to preclude both man-in-the-middle and
replay attacks. It can probably be as simple as a message
digest (e.g., MD5) of the message plus a shared secret. A
variant could use a private key to avoid the shared secret
exchange, if desired.

The inclusion of commands in the message is not strictly
necessary, since the agent can contact the server to retrieve the
commands. However, such a configuration may have several
practical advantages, such as if the agent can proceed without
contacting the server, this may reduce bandwidth usage and
charges. Also, SMS may work even if network connectivity is
not available. Network connectivity may have been mali-
ciously suspended, for example, in the case of a stolen device.

Each command may include a command name, which is a
sequence of three lowercase letters. The commands may also
include a left parenthesis, zero or more parameters, and two or
more parameters separated by commas. Parameters are posi-
tional meaning that the parameter depends on the command.
Some commands may have optional parameters. Since
parameters are positional, optional parameters follow man-
datory parameters. Omitted parameters can be indicated
either by successive commas or by closing right parenthesis.
Parameters are parsed as strings. The strings are URL-en-
coded. The implementation of the command may interpret the
string as a different data type using a standard parsing. The
parameter data types for this specification include: i. String,
ii. Integer, iii. boolean, i.e. “true” and “false”, iv. right paren-
thesis, etc. The commands implemented for this specification
include “aud”—Audit device information.

The mobile UI uses the existing web service interface to
leverage fundamental infrastructure, such as authentication.
The mobile Ul is an add-on module that uses ASP pages to
drop into an existing server. One or more third party services
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may be used as SMS gateways. Other notification services
may include the Apple® push notification service and/or the
Android® cloud to device messaging and possibly other simi-
lar services.

FIG. 8 illustrates an example graphical user interface
according to example embodiments. Referring to FIG. 8,
screenshot 800 illustrates a user interface user to view various
information related to various mobile devices operating in the
communication network. The mobile item 802 provides
access to the entire mobile menu. FIG. 9 illustrates the
“Device List” function selected in the left pane menu 902.

There are three classes of device information, for example,
afirst information class provides information available for all
devices of all types, which is available for all devices being
managed. A specific device may be missing one particular
piece of information, but it is advertised as being available in
the programmatic interface for all devices. This information
can be used in all selections, filters, and reports.

A second class of information available for all devices of a
specific type may include information that is available for all
devices of a specific type. It is advertised as being available in
the programmatic interface for devices of that type. For
example, a class of phones that runs a certain operating sys-
tem. This information may or may not be available for use in
selections, filters, and reports.

A third class of information is information that is sporadi-
cally available for some devices. This information is some-
times available for some devices. It can be viewed on a per-
device basis by drilling down via the user options presented in
the U], such information may not be used in selections, filters,
or reports.

FIG. 10 illustrates the “Device Logs” function 1002
selected in the left pane menu. This function brings up a list of
the devices under management and allows the selection of
one of those devices. This is analogous to the function of the
“Agent Logs” page in the “Agent” section. Clicking on one of
the phone numbers brings up the log for that device. The log
shows detailed information about the operations taken by the
mobile device agent.

FIG. 11 illustrates a list of a device log for a particular set
of log information 1102. The controls above the log listing
operate in the same way as the controls on the corresponding
“Agent Logs” page in the “Agents” section. FIG. 12 illustrates
the “Import Contacts” option 1202 which provides a conve-
nient way to distribute the mobile agent to a large group of
existing users. On this screen, contact phone numbers and
email addresses can be imported from Gmail® contacts, Out-
look® contacts, or comma-delimited (comma separated
value) <.CSV’ files exported from other mail clients.

Once a group of contacts has been imported, the contact
information can be used to distribute the information for
downloading and installing the mobile agent. The “Send
SMS” screen 1302 illustrated in FIG. 13 allows the user to
customize and send an SMS message with installation infor-
mation to selected imported contacts. Similarly, the “Send
Emails” screen option 1402 of FIG. 14 permits the user to
send email presumably knowing that the email will be read on
the mobile device.

The other two entries in this category, “Delete” and
“Rename”, are used for managing the server-side entries for
mobile agents whose status is known to have changed. These
options are analogous to the “Delete” 1502 and “Rename”
1602 screens in the “Install Agents” section of the current
“Agent” area (see FIG. 16). The “Delete Accounts™ option
1502 provides a way to discard agent entries on the server as
illustrated in FI1G. 15. The “Device Location™ operation pro-
vides a way to discover pertinent information about the use of
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the devices. The “Map Devices” function illustrates the loca-
tion of multiple devices on the same map, at their latest
reported location, while the “Track Device” option provides
the location of a single device over time.

FIG. 17 illustrates the first screen of the “Map Devices”
function 1702, which is used to select which devices to map.
Once a set of devices is selected for mapping, the “Show
Map” option may be selected to provide the display shown in
FIG. 18, which is a map with the geographic device locations
as indicated by 1802. The device identification is shown as a
tag, as seen in FIG. 18. More extensive information about the
device is available by clicking on the map pin. This brings up
a caption 1902 display as illustrated in FIG. 19. The “Track
Devices” function 2002 illustrates the trail of a single device
over time. This begins with a page to select the device, as
illustrated in FIG. 20.

After selecting a device and clicking on “Show Map”, the
user is provided with a map that includes the device location
(s) overtime 2102 as illustrated in FIG. 21. Note that the same
kind of pop-up information illustrated in FIG. 19 is also
available on this map.

A data backup and restore function may also be provided.
The backup operation is initiated using the “Backup Data”
option 2202 as illustrated in FIG. 22. The user selects the
items to be backed-up, then selects the devices on which to
back up the data, and then selects the “Backup data” option
2202. Restoring data is a different procedure. The usual cir-
cumstances required that data be restored on one system, so
the user first selects the system to be restored and then selects
the “Select device” 2302 option, as illustrated in FIG. 23. The
data available for restore is displayed for selection along with
the time of its last backup. The user selects the items to restore
and clicks on “Restore data” in order to start the restore
operation in FI1G. 24.

Similar to the restore function, the “Device Recovery”
function only applies to a single device. However, the restore
options 2502 for all devices are the same, so they can be
specified along with the actual device on the same page, as
illustrated in FIG. 25. The options for email configuration are
also the same for all devices, but they can be applied to
multiple devices. The resulting configuration screen is illus-
trated in FIG. 26.

The operations of a method or algorithm described in con-
nection with the embodiments disclosed herein may be
embodied directly in hardware, in a computer program
executed by a processor, or in a combination of the two. A
computer program may be embodied on a computer readable
medium, such as a storage medium. For example, a computer
program may reside in random access memory (“RAM”),
flash memory, read-only memory (“ROM”), erasable pro-
grammable read-only memory (“EPROM”), electrically
erasable programmable read-only memory (“EEPROM”),
registers, hard disk, a removable disk, a compact disk read-
only memory (“CD-ROM”), or any other form of storage
medium known in the art.

An exemplary storage medium may be coupled to the
processor such that the processor may read information from,
and write information to, the storage medium. In the alterna-
tive, the storage medium may be integral to the processor. The
processor and the storage medium may reside in an applica-
tion specific integrated circuit (“ASIC”). In the alternative,
the processor and the storage medium may reside as discrete
components. For example FIG. 27 illustrates an example
network element 2700, which may represent any of the
above-described network components of FIGS. 1-7.

As illustrated in FIG. 27, a memory 2710 and a processor
2720 may be discrete components of the network entity 2700
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that are used to execute an application or set of operations.
The application may be coded in software in a computer
language understood by the processor 2720, and stored in a
computer readable medium, such as, the memory 2710. The
computer readable medium may be a non-transitory com-
puter readable medium that includes tangible hardware com-
ponents in addition to software stored in memory. Further-
more, a software module 2730 may be another discrete entity
that is part of the network entity 2700, and which contains
software instructions that may be executed by the processor
2720. In addition to the above noted components of the net-
work entity 2700, the network entity 2700 may also have a
transmitter and receiver pair configured to receive and trans-
mit communication signals (not shown).

FIG. 28 illustrates an example method of operation. Refer-
ring to FIG. 28, a method of performing automated adminis-
trative operations on a mobile device is disclosed. The mobile
device user may be unaware of any updates or other admin-
istrative operations being performed. The method may
include determining via a hosted server that at least one action
needs to be performed by at least one mobile device under
management, at operation 2802. The method may also
include generating at least one message via the hosted server,
the at least one message comprising the at least one action, at
operation 2804. The method may also include transmitting
the at least one message to the mobile device under manage-
ment, at operation 2806, and receiving a result message from
the mobile device under management responsive to the trans-
mitted at least one message, the result message indicating that
the action has been satisfied at operation 2808.

While preferred embodiments of the present invention
have been described, it is to be understood that the embodi-
ments described are illustrative only and the scope of the
invention is to be defined solely by the appended claims when
considered with a full range of equivalents and modifications
(e.g., protocols, hardware devices, software platforms etc.)
thereto.

What is claimed is:

1. A method, comprising:

generating at least one message via a hosted server, the at

least one message comprising at least one action to be
performed by at least one mobile device under manage-
ment;
transmitting the at least one message to the mobile device
under management, the at least one message configured
to invoke at least one process on the mobile device under
management in the background of an operating system
of the mobile device, wherein the at least one message
comprises a function that notifies a third-party applica-
tion operating on the hosted server of reception of the at
least one message by the mobile device and content of
the at least one message received by the mobile device,
wherein the function is a subroutine that interrupts an
application operating on the mobile device and initiates
a program separate from the operating system of the
mobile device to perform a specific function;

associating a device identifier which identifies the mobile
device with a system identifier used to identify a man-
agement communication session between the mobile
device and the hosted server; and

receiving a result message from the mobile device under

management responsive to the transmitted at least one
message, the result message comprising an indication
that the action has been satisfied and the system identi-
fier to identify the management communication session.

2. The method of claim 1, wherein the action comprises a

software application to be installed on the mobile device.
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3. The method of claim 2, wherein the result message is a
confirmation that the software application has been installed.

4. The method of claim 1, wherein transmitting the at least
one message comprises initiating a web service protocol and
establishing a private application programming interface
(APD).

5. The method of claim 1, wherein the at least one message
is a SMS message and comprises at least one of text informa-
tion and a telephone number of the mobile device.

6. The method of claim 1, further comprising inserting a
marker into the message by including a web address used to
download information related to the action.

7. The method of claim 1, wherein the action comprises a
backup operation that copies certain portion of the mobile
station memory to a remote location.

8. An apparatus comprising:

aprocessor configured to generate at least one message via
a hosted server, the at least one message comprising at
least one action to be performed by at least one mobile
device under management;

a transmitter configured to transmit the at least one mes-
sage to the mobile device under management, the at least
one message configured to invoke at least one process on
the mobile device under management in the background
of an operating system of the mobile device, wherein the
at least one message comprises a function that notifies a
third-party application operating on the hosted server of
reception of the at least one message by the mobile
device and content of the at least one message received
by the mobile device, wherein the function is a subrou-
tine that interrupts an application operating on the
mobile device and initiates a program separate from the
operating system of the mobile device to perform a
specific function; and

a receiver configured to associate a device identifier which
identifies the mobile device with a system identifier used
to identify a management communication session
between the mobile device and the hosted server, and
receive a result message from the mobile device under
management responsive to the transmitted at least one
message, the result message comprising an indication
that the action has been satisfied and the system identi-
fier to identify the management communication session.

9. The apparatus of claim 8, wherein the action comprises
a software application to be installed on the mobile device.

10. The apparatus of claim 9, wherein the result message is
a confirmation that the software application has been
installed.

11. The apparatus of claim 8, wherein the processor is
configured to transmit the at least one message by initiating a
web service protocol and establishing a private application
programming interface (API).

12. The apparatus of claim 8, wherein the at least one
message is a SMS message and comprises at least one of text
information and a telephone number of the mobile device.
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13. The apparatus of claim 8, wherein the processor is
further configure to insert a marker into the message by
including a web address used to download information
related to the action.

14. The apparatus of claim 8, wherein the action comprises
a backup operation that copies certain portion of the mobile
station memory to a remote location.

15. A non-transitory computer readable storage medium
configured to store instructions that when executed cause a
processor to perform:

generating at least one message via a hosted server, the at

least one message comprising at least one action to be
performed by at least one mobile device under manage-
ment;

transmitting the at least one message to the mobile device

under management, the at least one message configured
to invoke at least one process on the mobile device under
management in the background of an operating system
of the mobile device, wherein the at least one message
comprises a function that notifies a third-party applica-
tion of reception of the at least one message by the
mobile device and content of the at least one message
received by the mobile device, wherein the function is a
subroutine that interrupts an application operating on the
mobile device and initiates a program separate from the
operating system of the mobile device to perform a
specific function;

associating a device identifier which identifies the mobile

device with a system identifier used to identify a man-
agement communication session between the mobile
device and the hosted server; and

receiving a result message from the mobile device under

management responsive to the transmitted at least one
message, the result message comprising an indication
that the action has been satisfied and the system identi-
fier to identify the management communication session.

16. The non-transitory computer readable storage medium
of claim 15, wherein the action comprises a software appli-
cation to be installed on the mobile device.

17. The non-transitory computer readable storage medium
of'claim 16, wherein the result message is a confirmation that
the software application has been installed.

18. The non-transitory computer readable storage medium
of claim 15, wherein transmitting the at least one message
comprises initiating a web service protocol and establishing a
private application programming interface (API).

19. The non-transitory computer readable storage medium
of claim 15, wherein the at least one message is a SMS
message and comprises at least one of text information and a
telephone number of the mobile device.

20. The non-transitory computer readable storage medium
of claim 15, further comprising inserting a marker into the
message by including a web address used to download infor-
mation related to the action.
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